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WHAT IS BLOCKCHAIN
TECHNOLOGY?

Blockchain is a shared,
immutable ledger that aids
the process of recording
transactions and tracking
assets in a business network.
An asset might be material (a
house, car, cash, land) or
intangible (intellectual
property, patents,
copyrights, branding)
(intellectual property,
patents, copyrights,
branding). Virtually anything
of value can be tracked and
traded on a blockchain
network, reducing risk and
cutting costs for all involved.

The importance of
blockchain: Information is
the lifeblood of business.
The faster and

Ol

more accurate/it is received,
the better. Because it
delivers immediate,
shareable, and entirely
transparent information
kept on an immutable
ledger that can only be
viewed by permissioned
network users, blockchain is
excellent for delivering that
information. A blockchain
network can track orders,
payments, accounts,
production and much more.
You can see all details of a
transaction end to end
because members share a
single view of the truth,
g1ving you greater
confidence as well as new
efficiencies and
opportunities.
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HOW BLOCKCHAIN
WORKS

Fach transaction is recorded as a "block” of data as it
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In an irreversible chain, transactions are blocked
together: a distributed ledger technology
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How Blockchain Works
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BENEFITS OF BLOCKCHAIN
TECHNOLOGY
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¢ Distributed ledger technology
e Immutable records
e Smart contracts

Private blockchain networks
Permissioned blockchain networks
Consortium networks

Pwblic blockchain networks ,/

Full write Equity . Truly Democratic — Full .
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Foting Bitcoin, Ethereum
Consensus - FoS Write-All and Read Al Consensus - [

PUBLIC & PUBLIC &
PERMISSIONED PERMISSIONLESS

Slow and Identity is No Infra Cost, Slow and ldentity is
Anonymous No Intermediary No Finality, high tr:
and Not regulated
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A Distributed Computing
System is not the same as a
Blockchain.

A blockchain is a network
that runs on nodes. The
blockchain's quality is
determined by the nodes'
quality. The blockchain of
Bitcoin, for example, is
robust and encourages nodes
to join the network. A
blockchain network that
does not incentivize nodes,
on the other hand, cannot be
said to be the same.

This means it isn't a
distributed computing
system in which the network
isn't reliant on the nodes'
participation and activity. A
distributed computing
system, on the

other hand, strives to ensure
that transactions are verified
according to rules, that
transactions are recorded,
and that each transaction
has a transactional history.
These acts are all similar to
those of blockchain,
although there are a few
differences.

Each of these actions is
analogous to blockchain, but
none of them have the same
level of synergy, mutual
help, or paralleling.

While blockchain is clearly a
distributed network, it lacks
the characteristics that make
a distributed computing
system so advantageous to
businesses.



Some blockchain solutions
use excessive amounts of
energy.

Bitcoin was the first to use
blockchain technology. It
employs the Proof-of-Work
consensus algorithm, which
entrusts the hard work to the
miners. The miners are
rewarded for solving
difficult mathematical tasks.
The significant energy
consumption renders these
complicated mathematical
problems unsuitable for
real-world applications.

The miners must solve
problems every time the
ledger 1s updated with a new
transaction, which requires a
lot of energy. Not all
blockchain solutions,
however, work in the same
way. Other consensus
algorithms have successfully

handles the problem.
Permissioned or private
networks, for example, do
not have these issues
because the number of
nodes in the network is
limited. They also use
efficient consensus
procedures to obtain
consensus because there is
no need for global
consensus.

However, when it comes to
the most prominent
blockchain network, Bitcoin,
there is still a problem that
needs to be addressed.

To summarise,
permissioned networks are
energy efficient, whereas
public networks might take a
significant amount of
energy to remain active.

Disadvantage
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BLOCKCHAIN SECURITY
RISKS

Lack of security vulnerability coverage
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CONCLUSION
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