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ABSTRACT 

This project paper will describe a new method of having a secure wireless 

network environment to monitor anything that consumers desires in different location. 

This secure wireless network environment method described in this project paper is a 

new tool develop and design by myself with the helping hand of my brother and Celcom 

that uses the current wireless mobile broadband technology such as UMTS (3G) and 

HSDPA via a Static IP technology method. 

By having this project solution, now consumers can feel more secure without 

having any concern of anything they left behind at home or office when their belongings 

can be easily monitored by a IP surveillance camera which is connected to a secure 

network environment and it also can be accessible to any end user devices such as hand 

phone, PDA, notebook, laptop, desktop PC etc via a modem. What they need is to have 

the special provision USIM (3G SIM) cards which will be inserted into the home modem 

router device and the end-user device as described in detail in this project paper. 

Later perhaps, during the presentation to the supervisor, this project solution will 

only can be tested by using wireless packet switch mobile network offers by Celcom (M) 

Berhad and not Maxis or DIGI since it was design to a specific mobile network 

environment. 
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