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ABSTRACT 

This research was conducted to find out what is the position of the misuse of 

cyber cafe by the patrons and the ways to curb such activities. This topic was chosen 

due to it is one of the common issues to the society due to the rapid development of 

science and technology. 

This also makes us to see the increase in the number misuse of those facilities 

for illegal and harmful manner cases. Therefore, this issue needs more discussion 

and explanation for future benefits. 
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