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ABSTRACT  

  

  

This paper reviews vulnerabilities on cloud storage from the anonymous such as 

MITM or DDOS Attack and the solution on how to secure the data of the user when 

upload to cloud storage. To answer this question, encryption is the suitable method 

that relevant and can be use of by applying before uploading to cloud storage. The 

encryption will encrypt the file before upload to the cloud storage. The results revealed 

that file successfully encrypt and cannot be previewed before it is decrypted. From a 

safety perspective, this study emphasizes the need to consider the impact of these 

environmental changes along with the expert’s adaptive capacities. The features also 

can be invented depends on the issue that happen.  
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CHAPTER 1  

  

INTRODUCTION  

  

1.1  Introduction  

Cloud storage is a new platform to store the data as the user will less use of physical storage. 

The cloud storage can be said to be secured but not the transmission of the data where they will 

be an attacker can steal the data. Using the encryption, it will mitigate any possibility come 

from the attacker to steal the data.  

1.2  Background of study  

The storage and the purpose are to store the data or any similar files. Usually, people want to 

keep the data as much as it can in the storage weather it is the confidential information or raw 

data. Leading to the modern age , people want to use something in virtual and do not  need or 

reduce the use of hardware because it is cheaper 

Cloud computing refers to an IT infrastructure pattern where all hardware and software 

resources are delivered to customers on request via the network in a self-service model, 

independent of location and application. Regardless of the nature of time and location 

restrictions, connecting to the cloud for resources can be easily reached through various 

networks without the use of any complicated hardware facilities.  

The problem is that these data are likely to be exploited by the provider or other unauthorized 

persons. The method that has been used is encryption by applying the algorithm technique 

where it secured the data at the source user.  

1.3  Problem Statement  

Personal information can be classified as a sensitive issue when another person knows and use 

it for their own thus it will feel insecure about it. People prefer to use cloud storage as a medium 

or platform to store their personal or confidential information. The transmission of data from 

the cloud server to clients' computers can be stolen which is the Man-In-The-Middle Attack so 

basically there still a lack of security at the cloud storage. Clients need a guarantee that their 

data which is stored on the cloud will not be accessed by other clients (Kumari1, Pathak, & 

Madan, 2017)  




