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ABSTRACT

With a rapid growth in computer networks, many people can access the network through
the Internet and therefore an online voting system can be a viable alternative for
conducting an election. Online voting system must attempt to achieve at least the same
level of security as ordinary elections. We have developed an Online Voting System
(OVS), online voting for a general election. One supports universal and absolute security
with the use of physical ballots and the other claims that such security is not a necessity
in all contexts. Online Voting System (OVS) employs cryptographic techniques to
overcome the security issues in the election process. In this system, voter’s privacy is
guaranteed by using a blind signature for confidentiality. For this reason, a structural
security framework for electronic voting systems is presented which can be used for

their composition and analysis.
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