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ABSTRACT 

Every year, millions of crimes are reported all across the world. According to the 

statistical analysis of the crime rate for Malaysia, it shows that in Malaysia, the crime 

index ratio per 100,000 population was 273.8 cases in the year 2018. However, for WP 

Kuala Lumpur, for every 100,000 population it is 642.6 cases. Thus, it shows that crime 

usually happens within cities and towns. Besides the negative impacts on citizens' 

everyday lives, there is a significant impact on economic growth that shows the 

relationship between crime and economic growth in Malaysia. Hence, this study 

focused on snatch theft, including evaluation and validation in real-time detection, 

which has not been fully explored. This study aims to differentiate snatch theft scenarios 

from normal scenarios in predicting and detecting snatch theft crimes classification 

utilising snatch theft databases obtained from 120 videos on YouTube and Google. A 

new deep learning (DL) technique, namely Convolutional Neural Network is applied in 

this study. Several CNN models used are AlexNet, GoogleNet, ResNet18, ResNet50, 

ResNet101, InceptionV3, VGG16 and VGG19 for detecting and predicting the snatch 

theft event using crime event videos. The best DL model is determined to detect snatch 

theft activities, and real-time experiments were conducted to validate the model. 

Various angles of snatch theft scenarios were tested. Firstly, data augmentation was 

utilised for classification purposes, however overfitting occurs, hence retraining of the 

database is done. During retraining of the CNN models, an early stopping method was 

implemented to minimise overfitting. Results obtained showed that all models achieved 

89% and higher accuracy. The overall accuracy for AlexNet and ResNet18 was 89.1% 

and 92.4%, respectively. Both AlexNet and ResNet18 achieve 100% sensitivity. 

However, ResNet18 achieves the highest specificity, which is 86.8%. Hence, all CNN 

models were conducted in real-time mode and only few CNN models showed good 

results in detecting snatch theft, which is AlexNet and ResNet18. Therefore, CNN could 

be used to develop intelligent surveillance techniques for reducing crime rates related 

to snatch theft.  
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