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Abstract: This study is conducted to investigate the pre-acceptance of fingerprint identification system,
amongst chosen staff in Universiti Teknologi Mara (UiTM) Jengka, Pahang in recording their work
attendance in the future, if management were to pursue the method. The method of recording is yet to be
established, although a few other campuses have already done it. The data collection is by questionnaires
distribution. Fingerprint identification system was selected among other biometric system devices in some
of UiTM campuses due to its affordability, in comparison to other biometric system devices. Reliability
also contributes to the selection of the system. Other reason for its selection was it could provide higher
security level, eliminate buddy clocking, increase productivity and simplify many aspects of work,
improve punctuality, and eliminate physical punch cards thus there will be no recurrence cost. The
fingerprint identification system provide benefits to the organization in order to achieve the organization
goal. This study will deliver the pre-acceptence of such technology among two sets of staff, differed by
job responsiblilties, in UiTM Jengka Pahang. Findings showed non academic acceptance is higher in
comparison to the academic staff. ready for change and to introduce the effectiveness of using fingerprint
identification compared to using the manual punch card. This study is about time management awareness
among UiTM staff that signifies the ability to accept change and new technology in an organization that is
complesent with a fully manual clocking system.
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1. Introduction

Biometric has long been used as an authentication method that refers to verifying single
human identification based physiological or behavioral patterns on a person's body, such as
fingerprint, face, and iris (Li, Yang, & Niu, 2006). The fingerprint scanners are among the
cheapest, most prolific, and most accurate biometric application today (Brass, 2003;
Brownstein, 2004; Middlemiss, 2004; Clodfelter, 2010). Uzoka and Ndzinge (2008) said that,
eventhough there have been recent advancements and apprehension for increased security,
biometric authentication has yet to be implemented in large scale proportion especially in
developing countries. Adoption of this technology is limited but it has increased gradually.
They also stated that there is a dearth of research (especially in developing countries). This may
be due to the low popularity of biometric authentication in most developing countries.
Venkatesh, Viswanath and Morris (2003) did a study that developed and validated a new
research model in 2003, with seven constructs: performance expectancy, effort expectancy,
attitude toward using technology, social influence, facilitating conditions, self-efficacy, and
anxiety, which are hypothesized to be fundamental determinants of the user behavioral intention
of information technology. In relation to this study, a model is being adopted to identify a small
group of respondents with different job specifications in UiTM Pahang Campus Jengka. This
campus has yet to install the fingerprint identification for it's staff daily attendance record and is
still using the punch card method.

Previous research done by the co-author of this study (Mengen, Nasaruddin & Nazar,
2012) was a similar study on administration staff in UiTM Perak that has already installed this
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