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ABSTRACT

In today’s world, the use of computers has become pervasive in business,
government, the military, and even at home. A lot of vital and sensitive data are
being transmitted over the net that includes records on individuals like medical,
financial, businesses assets, and payroll. Virtual Private Networks (VPNs) play a
major role here and are set to revolutionize security on the Internet by providing a
flexible, scalable and comprehensive information security solution. A VPN is an
enterprise owned and managed network solution using existing dedicated networks,
the Internet or a combination of both, to securely communicate information. This
project will cover on differences between these two tunneling services and at the
same time, searching for the L2TP and PPTP benefit and to study the security of
these protocols. It can be state that L2TP is more secure than PPTP, especially when
it combines with IPSec to provide encryption method called L2TP/IPSec. By using it

data that travel cannot be access by the outsiders.
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