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ABSTRACT 

The tools available to IT security professionals are becoming more proactive by 

attempting to prevent, rather than only detect. Intrusion prevention, in particular, has 

received a lot of attention in the IT press in the last several years. But not many are 

research are made on intrusion prevention system. 

In this report we explored Intrusion Protection Systems (IPS) from the perspective of 

using IPS as part of a Defense in Depth strategy. We studied about embedded 

intrusion prevention system network performance. We also focused in writing rules 

for our embedded intrusion prevention system based on vulnerabilities that we had 

found. 
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