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ABSTRACT 

The aim of this study is to examine the factors influencing the user to adopt Malaysia 
Cyber Security Clinic (MyCSC) services, building upon the models of previous 
studies, a framework consisting of eight variables was developed. The eight variables, 
namely performance expectancy, effort expectancy, social influence, facilitating 
conditions, perceived trust, IT technical skills, personal IT innovativeness and problem 
complexity were hypothesized to have a significant effect on the user behaviour 
intention to adopt MyCSC services. The findings suggests that 54.9% of the variance 
in the user behaviour intention to adopt MyCSC services can be explained by the 
combination of effort expectancy, social influence, perceived trust, personal IT 
innovativeness and problem complexity. Employing a survey research method 
involving 213 respondents who were existing customers of CyberSecurity Malaysia 
(CSM), the results of the analysis showed that five hypotheses were supported and 
three variables (performance expectancy, IT Technical skills and facilitating 
conditions) were not supported. The findings of this study should capture the interest 
to both researchers and practitioners. The framework used in this study can be further 
tested by researchers to study the adoption of other technologies or services such as 
electronic services (e-services), internet banking services and mobile learning. As for 
the practitioners, they can use the findings to understand the factors that influence 
customers and to craft the right policies and sound marketing plans to draw more 
customers to use their respective technologies or services. 

Keywords: Malaysia Cyber Security Clinic (MyCSC), user adoption, behaviour 

intention. 
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CHAPTER ONE 

INTRODUCTION 

1.1 INTRODUCTION 

Chapter one discusses the area of research in general context on factors 

influencing user adoption of Malaysia Cyber Security Clinic (MyCSC). This chapter 

covers the general topics which are background of the study, problem statement, 

research questions and research objectives. Other than that, this chapter discusses the 

scope of the study and the significance of the research. Besides, this chapter also 

covers a brief introduction to Cyber Security Malaysia, Digital Forensics services and 

Malaysia Cyber Security Clinic. Figure 1.1 shows the organization of this chapter. 

1.1 Introduction 1.2 Background of 
Study 

1.3 Problem 
Statement 

1 1 

1.4 Research 
Questions 

1.5 Research 
Objectives 

1.6 Significant of 
Study 

T 

1.7 Chapter 
Summary 

Figure 1.1: Outline of Chapter 1 

1.2 BACKGROUND OF THE STUDY 

In the ever-changing world of Information and Communication Technology 

(ICT) and the pervasive and critical use of ICT, a raising concern in relation to 

information security has taken place due to which it could affect the public and the 

nation. ICT is like a double-edged sword; while it provides equal promises for nations 

to leapfrog to the knowledge-based economy, it also poses multi-faceted challenges 

and perils from various angles. A negative effect of the development of ICT is the fact 

that modern societies are exposed to new threats, called cyber threats, as they stem 

from the cyberspace (Flavia Quaglia, 2016). The increased deployments of Internet of 
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