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ABSTRACT 

The study is mainly focused on the laws governing in Internet banking. Adopting 

a doctrinal approach, this research reveals that there are many weaknesses found in the 

current legal framework in Malaysia. This research has suggested several 

recommendations in order to improve the current laws governing phishing. This study 

has also made a comparison with the laws in the United Kingdom, the United States of 

America, Singapore, Thailand and Australia. 
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